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Revision History 

 
Each time this manual is updated, the Title Page lists the new revised date and this page 

describes the changes. If the Revised Pages column lists “All,” replace the existing manual with 

the reissued manual. If the Revised Pages column lists individual entries (e.g., 25, 32), either 

update the existing manual with the Change Pages Document or print the entire new manual.  

Date Revised Pages Patch Number Description 

05/04/2011 1, 2 IB*2*433 A new menu option was added to the Third 

Party Billing menu to allow claims to be 

copied and retain the original claim number.  

This option should now be used for all claims 

that do not have payments posted to them.  The 

security key for the original option Copy and 

Cancel was changed and should only be used 

for claims that already have payments posted 

to them. 
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General Security  

1. Integrated Billing files may only be updated through distributed options.  

2. Per VHA Directive 10-93-142 regarding security of software that affects financial systems, 

most of the IB routines may not be modified. The third line of routines that may not be 

modified will be so noted. The following routines are exempt from this requirement.  

 

IBD* - Encounter Form Utilities  

IBO*, IBCO*, IBTO* - Non-critical Reports  

According to the same directive, most of the IB Data Dictionaries may not be modified. The file 

descriptions of these files will be so noted. The files which may be modified are Encounter Form 

files #357 through #358.91.  

 

Security Keys 

IB AUTHORIZE  
 

Holding this key allows the user to authorize 

charges prior to sending to Accounts Receivable. 

 

IB CLAIMS SUPERVISOR  This key should only be given to those 

individuals who may perform supervisory Claims 

Tracking functions, such as deleting reviews and 

Claims Tracking entries. 

 

IB CLON Holding this key allows user to access the Copy 

and Cancel Option.  This option is used to correct 

DENIED claims which have payments posted 

against them.   

 

IB EDIT  Holding this key allows a user to create and edit 

claims for reimbursement. 

 

IB INSURANCE SUPERVISOR This key should only be given to those 

individuals SUPERVISOR who may perform 

supervisory insurance functions, such as deleting 

insurance companies, deleting policies, and 

inactivating and merging insurance information. 
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IB SUPERVISOR  Holding this key allows a user to access 

management reports and options that control 

billing. 

 

IBDF IRM  This key is used to prevent access to Encounter 

Form Utility options that are for IRM staff only. 

 

XUMGR  This key should be assigned to Kernel site 

management staff in IRM. It is required in IB to 

execute archive/purge 

 
 


